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1
Decision/action requested

It is requested to discuss and approve the proposals.
2
References

N/A
3
Rationale

There is a need for conclusion and interim agreements for the whole key issue.
4
Detailed proposal

Changes are proposed below.
***
BEGIN CHANGES
***
5.4.5
Conclusions 
5.4.5.c
Dealing with radio jamming (Key issue #4.13)
For key issue #4.13 "Dealing with radio jamming", there is a proposed solution for detection of radio jamming, i.e., #4.z
. The solution is similar to Solution #4.10 for detection of false base station, i.e., it does not have any major impact on the system and enables the network to collect measurements relevant to radio jamming. Since the actual detection, i.e., how to use the collected measurements, is left to implementations, there is room for network implementations to adapt to the evolution of the attack.
***
NEXT CHANGES
***

E.x.a 
Questions and interim agreements for key issue #4.13
E.x.a.1
Prevention of radio jamming attack
E.x.a.1.1
Description of question

Should prevention of low power jamming attack be addressed in Phase I?
E.x.a.1.2
Interim agreement

FFS
E.x.a.2
Detection of radio jamming attack
E.x.a.2.1
Description of question

Should detection of low power jamming attack be addressed in Phase I?
E.x.a.2.2
Interim agreement

Yes. For detection of low power jamming attack, it is agreed that Solution #4.z
 is taken as basis for normative work in Phase I.
***
END OF CHANGES
***
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