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Abstract of the contribution: This contribution provides a justification to why the following Editor’s Note can be removed: “Editor’s Note: Whether to implement these functionalities in HSS or in an additional layer that can sit in front of HSS while keeping HSS unchanged is ffs.”
1. Introduction
Since TR33.899 is a study for the security architecture to support NR and 5G technologies, all proposed solutions in TR33.899 is expected to have an impact on the different entities having in mind the existing 4G LTE architecture and deployment. This is valid to the extent that TR33.899 already captures new NG fubnctionalities and HSS is no longer a valid functionality per say.

With the above in mind, the following Editor’s Note should be deleted, “Editor’s Note: Whether to implement these functionalities in HSS or in an additional layer that can sit in front of HSS while keeping HSS unchanged is ffs.”
2. Proposed Changes
***************Start of Change 1****************
…………

5.2.4.12.2.4.2
Handling of Authentication and Data Response

· HSS includes the following information in the Auth & Data Response:

· Received UE Security Capabilities

· KIASenc + KIASint 

· Received RAND2. 

Editor’s Note: Protocol goals and how they are achieved are ffs in the evaluation section.
Editors Note: The security value of sending UE Security Capabilities to HSS is FFS. 
………….
***************End of Change 1****************
3. Conclusion
SA3 is kindly requested to accept the changes as per section 2 above into TR33.899.
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