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1. Introduction
The scope of this document is to initiate discussion on security for mobility, specifically handover, in NextGen networks. The handover procedure used in the current SAE/LTE specification is not directly applicable for NextGen system because:
· There are new security handling function introduced in NextGen: 
· Authentication Credential Repository and Processing Function (ARPF)
· Authentication Server Function (AUSF) 
· Security Anchor Function (SEAF)
· Security Context Management Function (SCMF)
· C-plane functionality is divided into two components:
· Mobility management (MM)
· Session management (SM)
· [bookmark: _GoBack]Introduction of network slices 

2. Possible Scenarios for Handover within NextGen networks
The following handover scenarios are possible when a UE moves within the NextGen.
1. Intra NG (R)AN handover
2. Inter NG (R)AN, intra CP-CN (X2 like) handover
3. Inter NG (R)AN, intra CP-CN (S1 like) handover
4. Inter NG (R)AN, inter CP-CN (via interfaces between CP-CNs) handover
5. Inter NG (R)AN, inter CP-CN (lack of interfaces between CP-CNs) handover
6. Inter NG (R)AN, inter CP-CN, inter SCMF handover

Further breakdown of the above cases are also possible, e.g. handover for UP that will depend on UP termination point.
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Figure 1: Overview of the NextGen network and potential handover.
3. Discussion points
The handover procedure is based on deployment architecture of core network elements such as security handling function (SCMF, SEAF, AUSF and ARPF), mobility handling functions (MM), session handling functions (SM) and also UP termination point. Some of the points for clarification are given below, there might be others that we need to discuss.
a) Is there interface between security handling functions (SCMF, SEAF, AUSF and ARPF)? 
b) Can multiple SEAFs (or SCMFs) connect to a single AUSF/ARPF?
c) What is the NAS termination point in NextGen network?
d) What is the termination point for UP?
e) Where are the session keys for U-plane generated (SM or UP-GW)?
f) Is there an interface between the MMs?
g) Can multiple MMs be connected to a single SM?
h) Where is the slice subscription information stored?
i) Do scenarios 4, 5, 6 need to involve the security anchor key refresh?
j) Will there be forward and backward security?

We propose that any agreements based on the discussion should be captured in the TR.
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