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[bookmark: OLE_LINK5][bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK1]Abstract of the contribution: This pCR proposes the security requirements about the minimized kernel network functions in the section 4.3.3.1.2 of TS 33.250.
Introduction 
According to the P-GW product’s designing and implementing, the forwarding of packets in the P-GW doesn’t use OS protocol in order to be satisfied with product performance and efficiency. So, the security requirement about the disabled forwarding of packets at kernel level (ref. the section 4.3.3.1.2 of TS 33.117) is applied to the P-GW. This contribution proposes to add the security requirements about t minimized kernel network functions and delete the related editor’s note.
Proposed pCR
***	BEGIN OF CHANGES	***
[bookmark: _Toc453666580][bookmark: _Toc457562813]4.3.3.1.2	Minimized kernel network functions
Editor’s Note: It is FFS whether forwarding of packets can be disabled at kernel level (e.g. by using net.ipv4.conf.all.forwarding=0) for the P-GW. The P-GW namely is responsible for forwarding traffic between the GTP-U to the SGi interfaces and may therefore not function.
There are no PGW-specific additions to clause 4.3.3.1.2 of TS 33.117.


***	END OF CHANGES	***

