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Abstract of the contribution: This contribution proposes some details for the so far empty key issue “Security aspects of WLAN aggregation. It is a revised version of S3-161418, which has been updated according to comments at the conference call #9.
1 Introduction and proposal

This contribution proposes adding details on the empty Key issue #4.5 Security aspects of WLAN aggregation under the security area RAN Security. It is proposed that SA3 does the attached changes to TR 33.899.

2 pCR 
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5.4.3.5
Key issue #4.5: Security aspects of RAN-WLAN aggregation/integration

5.4.3.5.1
Key issue details
The Next Generation system is expected to include WLAN aggregation. See clause 4.1.3 in TR 38.804 [x] and especially Figure 4.1.3-1 in the same clause for possible deployment scenarios. The scope of this key issue is the security aspects of WLAN aggregation.

Editor’s Note: In RAN working groups, interworking/aggregation with WLAN is down-prioritized until March 2017.
5.4.3.5.2
Security threats 

5.4.3.5.3
Potential security requirements
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