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Description

ETSI TC CYBER has recently published the deliverable TR 103 304 “Personally Identifiable Information (PII) Protection in mobile and cloud services”. Such a document contains an analysis of possible threats related to PII in mobile and cloud based services. Moreover it analyses possible technical solutions for PII protection suitable also in Next Generation Mobile Networks scenarios.

In this respect, and based on the preliminary results of the TR 103 304, ETSI TC CYBER has agreed to develop a new technical specification (DTS/CYBER-0020 (TS 103 458)) to exploit Attribute Based Encryption (ABE) for fine-grained data access control in Cloud, Next Generation Mobile Networks and IoT.

Action
TC CYBER would like to receive comments from SA3 on WI DTS/CYBER-0020 (TS 103 458) and would like to receive, in particular, suggestions on specific issues/requirements/security aspects related to the mobile environment to be investigated in the scope of this WI.
Attachments
WI DTS/CYBER-0020 (TS 103 458) “Application of ABE for data protection on smart devices, cloud and mobile services”
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