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Abstract of the contribution: This contribution propose a solution for non-3GPP RAT access
1. Introduction

This contribution propose a solution for non-3GPP RAT access.
2. Proposal

***********************Start of the first change************************

5.2.4.z
Solution #2.z: Authentication Procedure for un-trusted non-3GPP access

5.2.4.z.1
Introduction  

This solution address KI  2.1 about non-3GPP RAT access.
5.2.4.z.2
Solution details  
The call flow in Figure 5.2.4.z.2-1 describes Attach procedure via WLAN access to a NextGen core with the difference with the flow depicted in Figur 5.2.4.z.2-1: 
-
NAS message is carried directly as IKEv2 parameters (e.g. inside 3GPP-specific IKEv2 Configuration Payloads). 
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Figure 5.2.4.z.2-1: Example of Attach procedure
The call flow is self-explanatory with the following exception:
Step7.
CP Functions may decide to use EAP authentication method. In this case, the content of Authentication Challenge message could be EAP-REQ.

Step8.
If EAP method is used, N3ASF forwards the EAP payload to the UE within IKEv2 message. Otherwise, e.g. if traditional AKA is used, Authentication Challenge is carried directly as IKEv2 parameters.
Step19.
CREATE_CHILD_SA Request is sent to the N3ASF to create a second Child SA to transport user plane data.

Step20.
N3ASF responds with CREATE_CHILD_SA Response. 
NOTE : the diagram flow does not represent the separation and interaction in NFs involved in Authentication. 
Depicted in Figure 5.2.4.z.2-2 is NG1 protocol stack during the Attach procedure when NAS messages is carried directly as IKEv2 parameters. 
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Figure5.2.4.z.2-2: NG1 Protocol stack during Attach procedure
Once the Attach procedure is complete, the NG1 messages for subsequent SM procedures are expected to be the same as for 3GPP access. 
5.2.4.z.3
Evaluation 

***********************End of the first change*************************
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