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1. Overall Description:

SA3 would like to inform SA2 that SA3 has agreed on the following four functions related to authentication in NG: 
· Authentication Credential Repository and Processing Function (ARPF)

· Authentication Server Function (AUSF) 

· Security Anchor Function (SEAF)

· Security Context Management Function (SCMF)
The definitions of these functions are given in the attachment.
It is ffs for which cases reference points between the above authentication-related functions, and between any of these and other functions that may be defined by SA2 need to be standardised. 
2. Actions:

To SA2 group.

ACTION: 
SA2 is kindly asked to take the NG authentication functions agreed by SA3 into account in their NG architecture work. 
3. Date of Next TSG-SA WG3 Meetings:

SA3#85
7-11 November 2016
Santa Cruz de Tenerife, Spain

SA3#86
6-10 February 2017
Sophia Antipolis, France

