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5.7.4.5.x
Evaluation of solution #7.5 
This solution does not rely on public key crypto, thus computational effort and message size can be kept low. 
P-IMSI is computed from a root key (K), a randomizer RAND, and a recovery constant MSIN_RECOV. Semantically the procedure is different to solution #7.3 and #7.4, but the result has same math properties. 
MSPNNEXT is computed from the K and MSPNRECOV which are not known to the serving system. The RAND, of course, is known, but cannot allow the serving system to precompute the next MSPN. Therefore, concealment of next expected value from SN is given and correlation of pseudonym is not possible.

Implementation effort can be kept low. NAS message can be used without major changes. The solution uses a traditional size of the identity element, which is 15 decimal digits for the P-IMSI.
Confirmation of usage of the correct values in UE and HSS derived from RAND can be achieved implicitly, when next P-IMSI is received by HSS. UE and HSS do not need to synchronize explicitly. 
HSS has to clearly recognize that the P-IMSI is sent to it by the serving network, and that this is not the IMSI reported by a legacy USIM. Solution #7.5 can achieve this before the subscription record is accessed. 
5.7.4.6.x
Evaluation of solution #7.6
The scheme relies on providing a recovery value from UE to HSS. It is based on knowing the recovery value in advance in both places. No public key crypto is needed.
