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Abstract of the contribution:  This contribution discusses bearer management aspect of NextGen for non-3GPP access.
1
Introduction
With 3GPP LTE access, upon successful Attach procedure UE will be assigned with one or more default bearers which considered as best effort service. Each default bearer is assigned with a separate IP address.  In addition to default bearers, the UE may also create one or more dedicated bearers for tunnelling traffic with specific QoS policy requirements – for example,  VoIP traffic, video traffic, IMS signalling, etc.  In 3GPP LTE, dedicated bearers do not require a separate IP address and hence they need to be linked to a default bearer.
3GPP TR 23.799 provides solutions for enabling UE to authenticate and connect to the NextGen core network via non-3GPP access.   Though 3GPP TR 23.799 does not specify NAS and user-plane bearer management aspect of non-3GPP access.  
This contribution discusses bearer management aspect of NextGen for non-3GPP access.  And it proposes to send an LS to to SA2 WG, asking them to define NAS and user-plane bearer management aspect of non-3gpp access with a reference to this discussion paper.
2
Discussion
3GPP S3-161351 proposes a solution for utilizing 3GPP Attach/AKA procedure for non-3GPP access, case3 as defined in 3GPP 23.799, clause 6.8.2.  Upon successful 3GPP Attach/AKA procedure, an IPsec tunnel is established between the UE and N3ASF.  As part of IKEv2 phase 2, in addition to an IPsec SA the UE also receives an inner IP address that it will be bounded to this IPsec SA.  The inner IP address will be used as a source IP address for IP packets carrying NAS messages from UE to CP – hereafter it is referred to as NAS bearer.

Observation 1:  Need to establish one or more PDN IP Session for User Plane Traffic
Upon successful 3GPP Attach/EPS-AKA and establishment of NAS bearer for non-3GPP access, the UE may create one or more PDN IP session for User Plane traffic  The UE achieves this by establishing (to be defined) NextGen PDN session establishment protocol for non-3GPP access over the NAS bearer.  
Figure 1.0 steps 1-5 shows an example of PDU session establishment.  Upon successful PDN session establishment, the UE receives an IP address, assigned by the Packet Gateway identified by the APN, and bearer identity that corresponds to specific 3GPP QoS policy.

The UE uses the bearer identity to determine handling outgoing IP packets bounded to this IP address with the required priority level. 
For Uplink Data plane Traffic, the UE may use inband tagging using IP Differentiated Services mapped to QoS policy identified by the bearer identity.  Alternatively the UE may use out of band tagging by encapsulating bearer identity in outbound IP packets.    
Inband tagging does not require UE to do any nonstandard encapsulation but the differentiated services marking may need to be reset before the IP packet traverses outside the NextGen network.  Outband tagging incurs non-standard encapsulation overhead   
Recommendation: Inband tagging is preferred as it incurs less overhead.
Observation 2:  Same or different IPsec SA for NAS and User Plane Traffic
Option 1 – Use the same IPsec SA for NAS and PDN IP session Traffic 
UE binds the received IP address during the PDN session establishment to the IPsec SA (established during 3GPP Attach/EPS-AKA procedure).  This implies that all NAS and User Plane traffic will use the same IPsec SA.
Option 2 – Use a separate IPsec SA for PDN IP session Traffic  
UE creates a child SA that will be used for the PDN session IP traffic (established during PDN session).  This implies that NAS and User Plane Traffic will use two different IPsec SAs.  .  

This option will incur additional IKEv2 phase 2 signaling (between the UE and N3ASF in order to create a new child SA) with no security benefit.  
Recommendation: Use the same IPsec SA for NAS and PDN IP session Traffic.
Observation 3: Multiple flows (e.g., VoIP, video, etc.)  With different QoS requirements may exist over a single PDN IP session Traffic 
This can be done anytime during the PDU Session lifetime, as shown in Figure 1.0steps 6-7.  This will require out of band tagging of uplink packets with a bearer identity that maps to a specific 3GPP QoS policy.
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Figure 1: Example of PDN Session Establishment and DRB assignment
3. Conclusion
3GPP SA2 WG needs to define the bearer management aspect of non-3GPP access.  In particular, this discussion paper recommends using a single IPsec SA (between the UE and N3ASF) for routing NAS and User Plane traffic from the UE to NextGen Core network.  And it also points out that  at a minimum, out of band tagging is needed when multiple flows with different QoS requirements exists over a single PDN IP session.

It is recommended for SA3 to send an LS to SA2 that bearer management aspect of non-3GPP access needs to be specified in 3GPP 23.799 with a reference to the conclusion of this discussion paper.
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