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Discussion

Solution 7.1 is addressing the need that the UE can request an update of temporary identity.
It is proposed to also allow the UE to update the temporary identity, i.e. a pseudonym, by itself, as proposed in solution 7.3 and 7.4.
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5.7.4
Solutions
5.7.4.1
Solution #7.1: UE can request an update of temporary identity or enforce update by itself
5.7.4.1.1
Introduction  

This solution addresses key issue #7.2.

5.7.4.1.2
Solution details  

Editors' note: more details are needed here

Signalling messages should be defined to allow a UE to request the visited network to update its temporary identity (or identities).  It is too early to say exactly whether a new message type will need to be defined, or an existing message type adapted; and it is too early to say which node in the visited network will be the recipient of this message.  

Note that this is a request that the visited network may (and normally will) fulfil – not a demand that it must fulfil.  This means that the visited network retains ultimate control.

A possible, optional extension is that the UE drops the connection if the request is not fulfilled.

NOTE: This in no way reduces the network’s ability to refresh temporary identities whenever its policy requires.
In addition, the UE should change its pseudonym everytime it does a new attach procedure and request to bind the pseudonym to a new temporary identity in the serving network.
5.7.4.1.3
Evaluation 

TBD

