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Abstract of the contribution:

This contribution just includes a cross-reference from security area #11 "Security visibility and configurability" to security area #6, stating that security visibility and configurability can be used as a means for network authorization.
1.  Pseudo Change Request

***********START OF CHANGES******************
5.11.2
Security assumptions
Different services or access networks may have different security capabilities, such as confidentiality, integrity, and cryptographic key sizes.
Some of the details might be out of 3GPP scope, such as specific user experience of UE, and implementation details of UEs. However, there could be some minimum requirements for secure network service experience.

Presentation of security to users (of UEs) will be simple and clear enough to understand without prior knowledge, but with possible further options for advanced uses.

It should also be noted that security visibility and configurability can also be used as a means to realize network authorization, cf. security area #6.
***********END OF CHANGES******************

