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Abstract of the contribution: This pCR adds key issue about data communication security between network entities to TR 33.885.
1. Introduction

This pCR adds key issue about data communication security between network entities to TR 33.885. 
2. pCR
**************************************************** Start of change *****************************************************
5.X  Key Issue#X: Data communication security between network entities  
5.X.1  Issue details
Network entities in the LTE-V system will be required to communicate with each other, e.g. V4 between the V2X Control Function and the HSS (see TR 23.875[3]).
5.X.2  Security threats
There are several threats to the communication between network entities including forged or replayed messages and eavesdropping on the contents of the message.
5.X.3 Security Requirements
The network entities should be able to authenticate the source of the received data communications.

The transmission of data between network entities should be integrity protected. 

The transmission of data between network entities should be confidentiality protected. 

The transmission of data between network entities should be protected from replays.
***************************************************** End of change ****************************************************
