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Abstract of the contribution:
This contribution proposes a security area "Authentication and Authorization" structured into a number of key issues. The key issue descriptions are proposed in companion contributions. 
No revision marks are used as all text is new. 'AA' is a placeholder for the correct number (to be inserted by the rapporteur). 
5.AA
Security area #AA: Authentication and Authorization  
5.AA.1
Introduction 

This security area covers authentication and authorization between UE and 3GPP network. Authentication and authorization between 3GPP network elements or - as far as applicable - between 3GPP entities and non-3GPP entities are dealt with in other clauses. 

NOTE: Examples of authentication between 3GPP network elements are backhaul link security and network domain security between core network elements. Examples of authentication between 3GPP entities and non-3GPP entities covered in 3GPP specifications are the MB2 interface in MBMS or the Tsp interface in MTC. 
5.AA.2
Security assumptions
tba
5.AA.3
Key issues
<see companion contributions>
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