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Abstract of the contribution: Adding definition of “pseudonymity” in TR 33.885.
1. Introduction

Remove the editor’s note on pseudonymity because the definition was added in another contribution.
2. pCR
************************************************** Start of change *******************************************************
5.1.3
Security requirements
The LTE-V system entities (cellular network entities or V2X communication entities) should be able to authenticate the source of the received data communications. 

The transmission of data between different entities (V2X communication entities or cellular network entities) in the LTE-V system should be integrity protected.  
The transmission of data between different entities (V2X communication entities or cellular network entities) in the LTE-V system should be protected from replays.
NOTE: Transmission of data includes but not limited to multicast, broadcast, unicast, or geocast. 
UE pseudonymity should be provided to conceal personal data from attackers.

Identifiers in the V2X messages should be protected.
**************************************************** End of change ************************************************
