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Abstract of the contribution: 
This contribution proposes to add a key issue related to backward compatibility.

Introduction 
As per requirements and goals agreed for next generation network work, backward compatibility to LTE needs to be supported. This contribution discusses the key issues of supporting backward compatibility while allowing incremental enhancements to be made for enhanced security in next generation systems.

Discussion
[bookmark: _GoBack]Transitions from LTE to next generation system will be gradual as new systems will likely be an overlay of existing infrastructure. It is not expected that the network operators will rip out the existing 4G infrastructure and replace with everything brand new, at least not initially. There will be interoperation between LTE and the next generation system for the foreseeable future once next generation deployment starts. Operators have spent billions and billions of dollars deploying LTE network. They would like to re-use as much of the existing investment in terms of infrastructure as possible during the transition to full next generation and therefore making the transition as seamlessly as possible for the users. While this may not allow the users and systems to realize the full benefits of next generation security enhancements initially, but it allows the users a gradual migration as the operator networks evolve into fully next generation networks.  
If backward compatibility is not supported, users will only able to access systems and services where there is no next generation network deployed and services offered. Supporting backward compatibility to LTE also means transitioning to next generation should be gradual to allow incremental changes so that the changes are as painless for both operators and users as possible. In terms of authentication, EPS authentication still needs to be supported while allowing enhancements to be made.

[bookmark: _Toc411029470][bookmark: _Toc411028263][bookmark: _Toc404714156][bookmark: _Toc404333848][bookmark: _Toc404333603][bookmark: _Toc404965937][bookmark: _Toc404714075][bookmark: _Toc404333767][bookmark: _Toc404333522][bookmark: _Toc397964290]***	BEGIN OF CHANGES ***
[bookmark: _Toc416332518][bookmark: _Toc446332740]5.x.2.y	 Key Issue #x.y: Backward compatibility support for authentication
Editor's Note: Key issues within the security area are not in any particular order but they are added incrementally (y = 1, 2, 3…) when new key issue is identified. 'x' refers to the security area. 
[bookmark: _Toc416332519][bookmark: _Toc446332741]5.x.2.y.1	Key issue details

If EPS authentication is not supported, users who are only allowed to access a fully next generation network and may not be able to roam back to an LTE network or may not be able to access the next generation network that is tunnelled via LTE network.  It is expected that the initial deployments of next generation systems will be an overlay system. 

[bookmark: _Toc416332520][bookmark: _Toc446332742]5.x.2.y.2	Security threats 
Users not able to authenticate to LTE network will be denied access to LTE during initial deployment with a mixed network.
Users may not be able to roam to a network that supports only LTE.

[bookmark: _Toc416332521][bookmark: _Toc446332743]5.x.2.y.3	Potential security requirements
EPS AKA shall be supported for accessing to LTE network either during initial access or via mobility events.
The system shall support enhanced authentication mechanism while maintaining backward compatibility.

***	END OF CHANGES	***
