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************ Start of Changes ************

************ Change 1 ************
4
Overview of Mission Critical Push-to-Talk (MCPTT)

4.1
Introduction

The Push To Talk service provides a method by which two or more users may engage in communication. MCPTT Service builds on the existing 3GPP transport communication mechanisms provided by the EPS architecture to establish, maintain, and terminate the actual communication path(s) among the users.
MCPTT can make use of capabilities included in Group Communications System Enablers for LTE (GCSE_LTE) and Proximity Services (ProSe), with additional requirements specific to the MCPTT Service. The MCPTT Service can be used for public safety applications and also for general commercial applications.
************ Change 2 ************

5
List of assets


This clause lists assets within the MCPTT system. Identification of these assets helps to define the extent of the MCPTT study, and establish common terminology for the study. 

The following are assets with the MCPTT system:

-
MCPTT User ID. This is used to identify the MCPTT User within the MCPTT system. As discussed in clause 4.7 of TS 22.179 [2], this may be a true identifier or an alias.

-
MCPTT Group ID. This is used to identify the MCPTT Group within the MCPTT system. As discussed in clause 4.7 of TS 22.179, this may be a true identifier or an alias.

-
List of MCPTT User IDs within a specific MCPTT Group (Group Membership).

-
MCPTT User location as described in TS 22.179, clause 5.12, 6.12 and 7.9.

-
User Key material. This includes all key material specific to a user. For example, this may include key material used to authenticate a user to the MCPTT system, or to protect private calls made by the user.

-
Group Key material. This includes all key material used to protect group communications.

-
MCPTT signalling, including session setup.

-
MCPTT Floor control.

-
MCPTT User Traffic 

-
MCPTT User access to MCPTT services (e.g. Private calls, Group calls, etc.).

-
MCPTT User access to 3GPP services (e.g. ProSe to support Off-Network MCPTT Service, c.f. TS 22.179, clause 5.16).

-
Administration of MCPTT system, including security functions (c.f. TS 22.179, clause 5.18).

-
Remote Administration of the MCPTT Application. For example, administration which allows disabling a MCPTT UE, Ambient Listening, remotely initiated calls, or changing the Selected MCPTT Group (c.f. TS 22.179, clause 6.4).

-
Intra-network communications of MCPTT system functions.

************ End of Changes ************

