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Abstract of the contribution:
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3]This contribution proposes to add a test case to the requirement 5.2.4.1.1.1 of TS 33.117.
Introduction 
This contribution proposes to add a test case so that the tester is required to add a testcase for the requirement oin paragraph 5.2.4.1.1.1 about the “handling of growing content”
Proposed pCR to TS 33.117 v 1.2.0
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5.2.4.1.1.1	Handling of growing content
Requirement Name: Growing (dynamic) content shall not influence system functions.
Requirement Description: 
Growing or dynamic content (e.g. log files, uploads) shall not influence system functions. A file system that reaches its maximum capacity shall not stop a system from operating properly. Therefore, countermeasures shall be taken such as usage of dedicated filesystems, separated from main system functions, or quotas, or at least a file system monitoring to ensure that this scenario is avoided.
Test Case: TBA
Test Name: TC_HANDLING_OF_GROWING_CONTENT
Purpose:
To verify that the growing or dynamic content does not influence system functions.
Procedure and execution steps:
Pre-Conditions:

1. Growing or dynamic content sources like e.g log files and their paths are documented. 
2. Measures that are taken to protect system functions from growing or dynamic content that may exhaust file system capacity are documented.
3. All logging capabilities that are not be enabled by default are enabled manually as per the documentation instructions.

Execution Steps 

1. Tester checks that the sources that are susceptible to being exhausted have been documented and measures aimed to counteract this are described.
2. Tester enables monitoring of the system operation.
3. Tester initiates traffic that causes increase of log files and monitors the system behaviour until the log file either reaches its quota or until file system is exhausted.
4. In case file uploading is allowed (e.g via SFTP) the tester initiates file uploading and tries to exhaust the file system.
Expected Results:
1. It is verified that the taken measures are sufficient so that system operation is not influenced by growing or dynamic content at any case.
Expected format of evidence:
System monitoring data (e.g Alarms, logs, CPU utilization, etc).

***	END OF CHANGES	***
 

