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Abstract of the contribution:

An Editor's note calls for text for the evaluation of solution#2. Such text is proposed here. 
1 pCR to TR 33.863 v040
*********************START OF CHANGES******************************

6.2.3
Solution evaluation
Solution 2 generalises solution 1. Solution 2 enables using the simplified key agreement mechanism for IoT purposes not only for IoT servers (EMSEs) residing in the operator's home network, but also for EMSEs residing in third party networks, if so desired. Furthermore, solution 2 leaves the possibility open to provide an end-to-middle key that was agreed according to the procedures in this clause to any application layer security protocol based on shared keys. Finally, solution 2 is not limited to protocols and architectures that require GGSN support for the distribution and use of the end-to-middle key.

*********************END OF CHANGES******************************

