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Abstract of the contribution: This contribution describes some proposed update of the UE-to-newtrok relay solution in S3-152578.
Introduction
At the last meeting SA3 agreed the CR contained in S3-152578 as the working assumption for the ProSe UE-to-network relay solution. This contribution describes some updates to this CR that are added in S3-160177. It also provides the motivation behind the CR contained in S3-160151
Discussion 

One open issue in S3-152578 is the behaviour when the authentication vectors used in the GBA Push results is in a synchronisation error. To overcome this case, it is proposed that the Remote UE pass both RAND and AUTS to the relay which passes them onto the PKMF in turn. If using Zpn, PKMF passes the RAND and AUTS to the BSF includes the when requesting a new AV from the HSS.If using PC4a, the relay passes them directly to the HSS when requesting AVs. In both cases, the HSS can check the next generated AV will be accepted by the USIM and if not update its held sequence number to that provided in AUTS before generating the next AV for the subscription. This functionality requires a change to TS 33.223 to allow the RAND and AUTS to be carried over the Zpn interface. This is covered in the CR in S3-160151
The CR has been updated to also include how the rekeying works. This is straightforward in all cases except the case of relay initiated change of KD which requires an additional Direct Rekeying Request from the relay. This Direct Keying Request in effect triggers one from the Remote UE. The initial Direct Keying Request is silently dropped by both sides.
The update to the CR also address how to calculate KD from PRUK. The proposal is to use the random number from the UE (the same one that is used to calclute KD-sess from KD in order not to increase the number of parameters unnecessarily), the Relay Service Code and ProSe Relay UE ID (to bind the KD to its usage to a particular Relay Service Code and ProSe Relay UE ID and a random number generated by the PKMFThis choice of parmaters ensure that the UE is connected to a relay that is authorised to offer the Relay Service Code and the same KD will not be passed to two such relays. 
The final update of the CR is to include a Remote UE Identitity in the Key Response from the PKMF to the relay node. This would be used by the relay as the identity to supply to the MME when reporting to the MME that particular UE has either attached or detached from the network (se incoming LS from CT1 S3-160021/C1-160763). The parameter has to come from the PKMF as it is in effect the PKMF that authenticates the Remote UE for the relay (using PRUK) and hence the only entity that can vouch for the true identity of the Remote UE. It is not mandated to send IMSI, as the PKMF may not want to provide such information outside the network (as the relay is not a network element). 
Please note: in S3-160177, the green highlighted text is added/delted text and the blue highlighted text is the major changes realted to the last two points above.

Conclusion 

It proposed that SA3 agree CR in S3-160177 as the UE-to-network relay solution and the corresponding CR to TS 33.223 in S3-160151
