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Abstract of the contribution:

An Editor's note is about the exact placement of the EMSE in the authentication path. But EMSE is not in the authentication path at all. It is therefore proposed to simply delete the Editor's note. 
1 pCR to TR 33.863 v040
*********************START OF CHANGES******************************

6.2.1
Introduction

The present solution builds on solution#1. It is presented as a delta description to solution#1, i.e. the description of the present solution contains only those elements that differ from solution#1.

Solution#1 is explicitly meant for “mobile network with a Cellular Internet-of-Things RAT”. The present solution can be used for CIoT as well (which is why it is included in the present TR). It should be noted, though, that there is no technical reason why the present solution should be restricted to the CIoT use case; it can provide e2m security whenever AKA is run in a mobile network. 

While solution#1terminates the additional user plane protection in a HPLMN Security Endpoint (HSE) the present solution is applicable to any endpoint, called “E2M Security Endpoint” (EMSE), that is authorised to obtain e2m keys from the E2M Key Server (EMKS). The EMKS derives an e2m key from an intermediate key (e2m_int_key) the EMKS obtains from the HSS. . 


An EMSE may reside in an operator’s home network, but also in a trusted third party domain (e.g. a CIoT application provider platform). The EMKS always resides in an operator’s home network.
There may be multiple instances of an EMSE, with which a UE engages simultaneously or sequentially. There is typically only one instance of an EMKS per HSS.

As usual in 3GPP standardisation, EMSE and EMKS denote functional entities that could be implemented stand-alone or combined with HSS or GGSN or P-GW. EMSE and EMKS could also be combined. The advantage of introducing the EMKS is that the HSS could continue to operate in a stateless fashion.
*********************END OF CHANGES******************************

