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Abstract of the contribution: This contribution proposes the content of the privacy identification process for Annex F.
1 Introduction 
This contribution proposes to discuss and add the content of  privacy identification process for Annex F.
We kindly propose SA3 to agree the following pCR.
2 Proposals
Annex F: Privacy guidelines for writing 3GPP TRs and TSs 

F.4
Privacy identification process

Editor’s Note: This section should help to identify if a specification/study under development has any privacy concern referring to the sections above (threats and mitigation techniques).

The process of privacy identification includes:

· Identify the scope of personal identifiable information;

· Define roles for personal data action (e.g. communication initiator, intermediary, attacker) for the whole period of the communication session;
· Analyze the actions of personal identifiable information, e.g. collection, storage, deletion;

· Analyze and list the potential threat for the personal data identified;
· According to the threat analysis, and also refer to the local regulations, analyse and list the privacy protection requirements;
· Identify the principles and details of personal data life time, which covers collection, use, storage, delete etc..
· Choose privacy mitigation technology (e.g. anonymity, using temporary identity, access control, additional signal procedure, encryption procedure) to satisfy the privacy protection requirements.

