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	Reason for change:
	Similar to one-to-many communication, in one-to-one communication, there is a security requirement in section 6.5.2, which says:

“Direct link signalling ciphering shall be supported and may be used. Direct link signalling ciphering is a configuration option.

Direct link user plane ciphering shall be supported and may be used.”
It means when the configuration is not to apply confidentiality protection, then the security information in the PDCP header for user plane data is useless and not needed.
Reference to the figure below, currently for one-to-one ProSe direct communication, the 16-bit KD-sess ID and 16-bit Counter parameters are carried in the PDCP header, along with any MAC that is needed for integrity protection.
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As a result, when the configuration is not to apply confidentiality protection, then transferring of security information is unnecessary in data packets, and so it is necessary to define a PDCP format for not applying ciphering.
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*****************************************Start of change*******************************************
6.5.6.4
Security contents in the PCDP header

The 16-bit KD-sess ID and 16-bit Counter parameters are carried in the PDCP header, along with any MAC that is needed for integrity protection. This is illustrated in the Figure 6.5.6.4-1.
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Figure 6.5.6.4-1: Security contexts of the PDCP header for one-to-one communications
If the configuration is not to use confidentiality protection for one-to-one communication, then the UE shall set the values of the security information (KD-sess ID and Counter) to zero in the header of the PDCP packet.
*****************************************End of change*******************************************
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