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Abstract of the contribution: This contribution proposes to map test cases in Annex D.3.5.1 – Unique system account identification to the relevant sub-clauses in TS.33.117 (Generic requirements). 
Note that there are no MME-specific parts to be mapped.
The first section of the contribution copies the text from TR 33.806, D.3.5.1 and adds Word comments explaining where the text will be mapped to in the TS. The current contribution maps Annex D.3.5.1 to TS.33.117 5.2.4.2.2. 
The second section of the contribution provides a pCR to TS 33.117.
1 Annotated text from TR 33.806
[bookmark: _Toc423354388][bookmark: _Toc423541003]D.3.5.1 Unique system account identification	Comment by ALU: Mapped to TS.33.117 5.2.4.2.2.
Test Name:  Unique system account identification
Requirements: Requirements Reference - System account identification (cf. B.3.5.1)
Purpose: Verify that UNIX UIDs are assigned uniquely.
Pre-Conditions: UNIX is used on the MME. 
Execution Steps
1. Create several UNIX accounts.
2. Check UIDs of created accounts and of existing system accounts and, in particular, the root account.
Expected Results: The UIDs are all different and, in particular, only the root account has UID = 0.

2 pCR to TS 33.117 (generic requirements)

[bookmark: _Toc411029470][bookmark: _Toc411028263][bookmark: _Toc404714156][bookmark: _Toc404333848][bookmark: _Toc404333603][bookmark: _Toc404965937][bookmark: _Toc404714075][bookmark: _Toc404333767][bookmark: _Toc404333522][bookmark: _Toc397964290]***	BEGIN OF FIRST CHANGE	***
[bookmark: _Toc429469680][bookmark: _Toc429471611]5.2.4.2 	UNIX specific requirements and related test cases
[bookmark: _Toc429469681][bookmark: _Toc429471612]5.2.4.2.1	General
NOTE:	The term 'UNIX' is throughout the present document meant to include all major UNIX-like derivatives, including Linux.
[bookmark: _Toc429469682][bookmark: _Toc429471613]5.2.4.2.2	System account identification
Requirement Name: System account identification
Requirement Reference: to be done later
Requirement Description: Each system account in UNIX shall have a unique UID.
Threat References: tba
Security Objective references: tba.
Test case: 
Test Name:  TC_UNIQUE_SYSTEM_ACCOUNT_IDENTIFICATION
Requirements: Requirements Reference - System account identification (cf. B.3.5.1)	Comment by ALU: Already covered above
Purpose: To verify that UNIX account UIDs are assigned uniquely.
Procedure and execution steps:
Pre-Conditions: UNIX is used on the MME. 
Execution Steps
1. Create several UNIX accounts.
2. Check UIDs of created accounts and of existing system accounts and, in particular, the root account.
Expected Results: The UIDs are all different and, in particular, only the root account has UID = 0.
tba

***	END OF FIRST CHANGE	***


