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Abstract of the contribution: The contribution proposes that security between KMS and HTTP proxy refers to clause 8 “Inter/Intra domain interface security”.
1 Introduction
In clause 7.2.3, there is a NOTE about security between the MCPTT KMS and the HTTP proxy saying that  

“NOTE: Additionally, the connection between the MCPTT KMS and the HTTP Proxy may be secured using Network Domain Security as described in TS 33.210 [4].”
Interface between MCPTT KMS and HTTP proxy is an inter/intra domain interface. Clause 8 describes the security of the inter/intra domain interface. 
It is proposed to modify the NOTE in clause 7.2.3 to refer to clause 8. And it is also proposed to agree following pCR.
2 pCR
************************Begin of change**************************
7.2.3
Security procedures for key management

The procedure for the provision of identity-specific key material is described in Figure 7.2.3-1. The procedure is the same whether the key management client in the MCPTT UE, MCPTT Server or group management server is making the request.
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Figure 7.2.3-1: Provisioning of key material

The procedure in Figure 7.2.3-1 is now described step-by-step. 

0.
The key management client establishes a connection to the MCPTT KMS. As with other elements in the Common Services Core, the connection routed via, and secured by, the HTTP Proxy. The message flow below is within this secure connection.

NOTE: Additionally, the connection between the MCPTT KMS and the HTTP Proxy  is secured according to clause 8.

1.
The key management client makes a request for user key material from the MCPTT KMS. The request contains details of the identity requested for key management, and the time at which the key material is required.

2.
The KMS provides a response containing key material. The response includes the type of key material, the period of use for the material and any domain-specific parameters required for its use.

As a result of this procedure, the key management client has securely obtained key material for use within the MCPTT system.

************************End of change****************************
