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Abstract of the contribution: This contribution adds the generic authentication procedure to TS 33.179 based on the agreement in the offline MCPTT drafting session
This contribution adds the generic authentication procedure to the TS based on the agreement in the offline MCPTT drafting session. The content of the pCR is based on the concensuses in S3-152558.

A diagram with supporting text is added based upon the follow two concensuses:
"Consensus:- A common generic authentication flow diagram shall be placed at the start of the TS which can be used for all solutions / scenarios. Common supporting text shall be provided using the labels and descriptions agreed above."

"Consensus:- Step A1 shall be named “MCPTT User Authentication”, Step C1 shall be named “MCPTT User Service Authorisation”."
I have called the generic steps 'A', 'B' and 'C' rather than 'A1', 'B1' and 'C1'. 

The following text:

Steps A1 and B1 may be completed in either order. For scenarios where this order has an impact on the identity bindings between signalling layer identities and the MCPTT user identities, a re-registration to the SIP Core may be performed to update the registered signalling layer identity.
is added based on the following consensus:

"Consensus:- Steps A1 & B1 may be completed in either order. For Scenarios where the order has an impact on the identity bindings between SIP layer (IMPU / IMPI) and the MCPTT service user identities, a re-registration can be performed as necessary to update identities as necessary."

The following text:

If an MCPTT UE completes SIP registration in Step B prior to performing MCPTT user authentication in Step A and MCPTT user service authorisation in Step C, the MCPTT UE shall be able to enter a 'limited service' state. In this limited state, where the MCPTT user is not authorised with the MCPTT service, the MCPTT UE shall be able to use limited MCPTT services (e.g. an anonymous MCPTT emergency call). The MCPTT Server is informed of the registration of the MCPTT UE with the SIP core though Step B-2.

is added based on the following consensus:

"Consensus:- If a UE completes steps B1 & B2 and has not yet completed C1& C2, then the MCPTT user should be able to enter a ‘limited service’ state. In this limited state (where they are not registered to the MCPTT service), they must be able to make an anonymous MCPTT emergency call (or similar actions / services). Third party registration in B2 allows the MCPTT server to know “somebody” has connected prior to MCPTT user registration."
Finally the document was merged with the 'General' clause of S3-152528 by adding the following content from this pCR:
Additionally, an HTTP-1 authentication mechanism is used.

NOTE: Mechanisms for confidentiality and integrity protection (not defined in this section) may be combined only with certain authentication procedures.
**************BEGINNING OF CHANGE***********************
X Authentication and Authorisation
X.1 General
The generic steps for MCPTT authentication is shown in Figure X.1-1.
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Figure X.1-1: MCPTT Authentication

At UE power-on, the MCPTT UE performs LTE authentication as specified in TS 33.401 [21]. The MCPTT UE then performs the following authentication procedures to successfully complete the MCPTT service registration and identity binding between signalling layer identities and the MCPTT user identities.
- A: MCPTT user authentication

- B: SIP Registration and Authentication
- C: MCPTT Service Authorisation.
These procedures are described in more detail in subsequent clauses.

Steps A and B may be performed in either order or in parallel. For scenarios where this order has an impact on the identity bindings between signalling layer identities and the MCPTT user identities, a re-registration (Step B) to the SIP Core may be performed to update the registered signalling layer identity. 

If an MCPTT UE completes SIP registration in Step B prior to performing MCPTT user authentication in Step A and MCPTT user service authorisation in Step C, the MCPTT UE shall be able to enter a 'limited service' state. In this limited state, where the MCPTT user is not authorised with the MCPTT service, the MCPTT UE shall be able to use limited MCPTT services (e.g. an anonymous MCPTT emergency call). The MCPTT Server is informed of the registration of the MCPTT UE with the SIP core though Step B-2.
Additionally, an HTTP-1 authentication mechanism is used.

NOTE: Mechanisms for confidentiality and integrity protection (not defined in this section) may be combined only with certain authentication procedures.
**************END OF CHANGE***********************
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