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Abstract of the contribution: Contains the agreed requirements for MCPTT user authentication from drafting session 11 November 2015
This contribution lists the requirements that were agreed by consensus during the MCPTT drafting session on 11 November 2015, and proposes their inclusion in text in the authentication clause in TS 33.179, as agreed in SA3 plenary on 12 November 2015.
The requirements agreed during the drafting session, taken from the jpeg image in S3-152558 ' MCPTT Drafting Session Minutes Wednesday 11th Nov' are as follow:

Interoperability (many to many) between manufacturers' clients and servers
Flexibility in deployment models (see TS 23.179)

Support for interchangeable MCPTT user authentication solutions 
e.g. Web SSO, SIP digest, GBA, biometrics, username + password 

Scalability (number of users)

Extensibility
e.g. of interfaces, of MCPTT services, group aware services, service specific data

********************************* Begin first change *******************************************

Annex x.Y
User authentication and authorisation requirements

The solution for user authentication and authorisation described in the present document shall satisfy the following requirements:

Interoperability between different networks and different manufacturers' clients and servers

-
Satisfy requirements for MCPTT roaming and migration

Flexibility in deployment models (see TS 23.179 [x])

- 
Support all deployment models listed in TS 23.179 [x] 

Support for interchangeable MCPTT user authentication solutions 

- 
Allow implementations to use different  means to authenticate the user, e.g. Web SSO, SIP digest, GBA, biometric identifiers, username+password.

Scalability (number of users)

-
Provide efficient support for small MCPTT systems with few users, to large MCPTT systems with hundreds of thousands of users.

Extensibility

-
Be extensible to provide authorisation for further mission critical services including group aware services, additional interfaces etc.
*********************************  End first change ****************************************

