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Abstract of the contribution: In this contribution, KPN and TNO comment on the contribution S3-152461.
Introduction 

In contribution S3-152461 a new Lawful Access Requirements of Location Services are proposed  that are fundamentally different that also the scope of 3GPP TS 33.106 needs to be changed. KPN and TNO do not agree with the proposed changes for reasons described in this document. 
Discussion
The SA3 LI CR (S3-152461) to 3GPP TS 33.106 introduces new Lawful Access Requirements of Location Services (LA-LCS
) that go beyond what is traditionally considered lawful interception. The fact that the SA3LI group also propose a change to the scope indicates that also the SA3LI group agrees that the proposed LA-LCS requirements are different from what has traditionally been specified in 3GPP TS 33.106. Examples of these difference are that the proposed LA-LCS requirements allows for activating LCS for target UEs that haven’t subscribed to LCS in any way, and request to actively probe the target UE to obtain the location for the need of the LEA. In other, words the proposed requirements demand that the CSP creates signals for the sole purpose of the LEA. In our opinion these Lawful Access Requirements are fundamentally different from the lawful interception requirements covered in 3GPP TS 33.106 that they should not be included. 
Furthermore, KPN and TNO do not have the impression that these requirements are mandated in many countries. Since the proposed LA-LCS requirements introduce an inherent security vulnerability in LCS systems, we should be careful to modify an international specification. Comply with national laws and regulatory licensing requirements of some countries is in our opinion not such reason .
With respect to the LA-LCS requirements, there is too little information provided that allows us to understand why this is necessary. The motivation given is that this is necessary to comply with National Law; there is only an indication that some countries. There is no indication of how many countries require it. There seems little evidence for an interoperability problem that would require standardization. The capability required by the proposed LA-LCS requirements introduces security vulnerabilities in LCS systems. This will introduce additional costs for CSPs that do not have LA-LCS requirements. The above leads us to the opinion that if only a few countries require it, a custom built solution should be preferred instead of modifying an international specification.
Summary and conclusion

We do not agree with the proposed changes for the following reasons:
· There is no eminent need for these changes;

· Adding such functionality will introduce security vulnerabilities and cause additional costs for operators  not needing it;

· The proposed Lawful Access Requirements of Location Services are fundamentally different than what is currently specified in the 3GPP TS 33.106. We do not agree with the scope change of  3GPP TS 33.106. If SA3 LI is of the opinion that such LEA requirements need to be considered in 3GPP, a NWIP should be proposed. 
� The CR incorrectly abbreviates Lawful Access Requirements of Location Services to LI-LCS. 





