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Colour coding of sub-clause titles in the ToC of 33.117: 
· Green: Test case available in TR 33.806, Annex D, but pCR to 33.117 is still needed to map the test case to 33.117. This mapping pCR should also be considered as an occasion to review the test case again. The names of test cases in Annex D were added in <brackets>.
· Light Green: Test case was sent to the SA3 list (and possible discussed at one of the conf calls) and needs to be submitted to SA3#81 as pCR to 33.117. Name of source company highlighted in yellow. 
· Orange: Commitment to write a test case made, but no pCR available yet. Name of source company highlighted in yellow.
· Red: still open
· Blue: Test case approved in TS.33.117.
· Purple: pCR to 33.117 created to map test case from TR.33.806 to TS.33.117.
· Black: higher-layer headlines, introductions, covered by other requirement/test case.
The names of the test cases from S3-151639 that was noted at SA379bis were left out, and the corresponding requirements were marked in red. 
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