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1. Overall Description
SA3 would like to thank CT1 for their LS C1-152403 (S3-151722) concerning a proposed method of restricting access to IOPS cells.

SA3 has concluded that from a security point of view a USIM application dedicated exclusively for IOPS mode of operation shall be used. Therefore SA3 can confirm that configuring the USIM application with access class 15 would not cause an IOPS-enabled Public Safety UE to use this access class on a commercial network.
2. Actions
To CT1:
ACTION: 
SA3 asks CT1 to take the above conclusion into consideration.
3. Date of Next SA3 Meetings:
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