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1. Overall Description:

SA3 would like to thank CT3 for their LS on secure communication over St reference point (C3-153445/S3-151974) and the following request contained in the LS:
CT3 kindly asks SA3 to give the advice on the required security level and appropriate measures to secure the communication over the St reference point and possibly suggest appropriate specifications under their remit that can be referenced for that purpose from within the St protocol specification.

SA3 has discussed the request, and would like to provide the following advice:

As the St reference point is an intra operator one between PCRF and TSSF, it can be secured by using NDS/IP network layer security, which is defined in 3GPP TS 33.210.
2. Actions:

To CT3 group.

ACTION: 
SA3 kindly asks CT3 group to take the above into account
3. Date of Next SA3 Meetings:

SA3#81
9-13 November 2015
Anaheim (US)

SA3#82
1-5 February 2016 
Dubrovnik (Croatia)
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