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Abstract of the contribution:
[bookmark: OLE_LINK60][bookmark: OLE_LINK61][bookmark: OLE_LINK58][bookmark: OLE_LINK59]This contribution provides clarifications about default values for maximum number of failed user account login attempts and delay in allowing a user attempt to login again. It also resolves the Editor’s Note in clause B.3.3.4.5.
1. Introduction 
[bookmark: OLE_LINK65][bookmark: OLE_LINK66][bookmark: OLE_LINK82][bookmark: OLE_LINK83][bookmark: OLE_LINK62][bookmark: OLE_LINK63]This contribution discusses the default values for maximum number of failed user account login attempts and the delay in allowing a user attempt to login again and resolves the Editor’s Note in clause B.3.3.4.5. 
1. Discussion
The following editor’s note was included in clause B.3.3.4.5:
[bookmark: OLE_LINK53][bookmark: OLE_LINK52]Editor’s note: default values for maximum number of failed user account login attempts and delay is ffs.
[bookmark: OLE_LINK67][bookmark: OLE_LINK68][bookmark: OLE_LINK69]Since each operator has its own security policy, so default values for maximum number of failed user account login attempts and delay in allowing a user attempt to login again can be different according to operator’s security policy, so setting a unified default values is not reasonable.
[bookmark: OLE_LINK72][bookmark: OLE_LINK73][bookmark: OLE_LINK74][bookmark: OLE_LINK75]Currently, it was mentioned that the maximum number of failed user account login attempts and delay should be configurable. It has been implied that operator can configure the default values for maximum number of failed user account login attempts and delay in allowing a user attempt to login again. So we propose to add some sentences to clear the implied meaning and resolve above Editor’s note. 
1. Proposals
We propose to add some sentences to resolve above Editor’s note.
1. pCR 
***	BEGIN CHANGES	***
[bookmark: _Toc411028238][bookmark: _Toc417637704]B.3.3.4.5	User account lock-out policy
Requirement Name: tba
Requirement Reference: tba
Requirement Description:
· The maximum permissible number of consecutive failed user account login attempts should be configurable by the operator. The definition of the default value set at manufacturing time for maximum number of failed user account login attempts shall be less than or equal to 8.
· There shall be a delay in allowing a user attempt to login again when the number of failed login attempts has exceeded the maximum number. This delay should be configurable by the operator. The definition of the default value set at manufacturing time for delay in allowing a user attempt to login again when the number of failed login attempts has exceeded the maximum number shall be greater than or equal to 5 sec.
Editor’s note: default values for maximum number of failed user account login attempts and delay is ffs.
Security Objective references: tba.
Test case: tba

***	END OF THE CHANGES	***

