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Abstract of the contribution: TS33.sas will refer to concepts from 33.916. The definitions clause is updated to reflect that and establish priorities.
1. Introduction
TS33.sas will refer to concepts from TR 33.916. The definitions clause is updated to reflect that and establish that definitions in 33.sas (this document) take priority over over those in 33.916 which again has higher priority than 21.905. We also copy in the definitions personal and sensitive data.
2.
pCR to TS 33.sas (Catalogue of General Security Assurance Requirements)

***   START OF CHANGE   ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".



[yy]
3GPP TR 33.916: "Security Assurance Methodology for 3GPP network products"
[x]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

It is preferred that the reference to 21.905 be the first in the list.

***   START OF NEXT CHANGE   ***

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1], TR 33.916 [yy], and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1], TR 33.916 [yy]. A term defined in TR 33.916 takes precedence over a term defined in TR 21.905.

Personal data: Personal data shall mean any information relating to an identified or identifiable natural person ('data subject'); an identifiable person is one who can be identified, directly or indirectly, in particular by reference to an identification number, name or to one or more factors specific to his physical, physiological, mental, economic, cultural or social identity. Personal data can be gathered from user data and traffic data.

Machine Accounts:  These will be used for authentication and authorization from system to system or between applications on a system and can’t be assigned to a single person or a group of persons.
Sensitive  data: Sensitive  data include data that may be used for authentication or may help to identify the user, such as user names, passwords, PINs, cryptographic keys, IMSIs, IMEIs, MSISDNs, or IP addresses of the UE, as well as   files of a system that are needed for the functionality such as firmware images, patches, drivers or kernel modules. 
System group account: a predefined system account in the network product, usually with special privileges, which has a predefined user id and hence cannot be tied to a single user (individual) in a normal operating environment. One example is the 'root' account.
Definition format (Normal)

<defined term>: <definition>.


***   END OF CHANGE   ***

