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Abstract of the contribution: This contribution proposes to resolve the EN in A.5 of TR 33.806. 
1 Introduction 
The following is still open in A.5
Editor’s note: The following threats from clause 5.4 are related to this category: 

5.4.2.40 
Threat of man-in-the-middle attack on MME management and maintenance interface
To resolve the EN, it is proposed to add related threats to A.5. After that, the EN is deleted.
The new threat category goes into the main eavesdropping threat.
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