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Abstract of the contribution: This contribution proposes to clarify in annex B. 3.3.5.2  of TR 33.806. 
1 Introduction 
An OAM user session could appear to be inactive when nothing changes on the screen. However,  it is possible that there are some processes (user triggered or system triggered) that take a long time to finish, for example, loading system log to remote server so the OAM user session . Logging off without all the processes have finished is not useful.  It is proposed to clarify this.
2 Proposed pCR
***
BEGIN OF FIRST CHANGE
***
B.3.3.5.2  Protecting sessions – Inactivity timeout
Requirement Name: Protecting sessions – inactivity timeout

Requirement Reference: to be done later

Requirement Description: An OAM user interactive session shall be terminated automatically after a specified period of inactivity. It shall be possible to configure an inactivity time-out period for each user. The selected period depends on use and if applicable the physical environment. This means for example that a time-out for an application in an unsecure environment should be shorter (less than one minute) than the time out for an application used by operational staff for monitoring tasks used in a protected area (60 minutes and longer).
Security Objective references: tba.
Editors Note: Test cases details have not been added yet.

***
END OF CHANGES
***
