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1 Introduction
This document introduces previous spoofed call detection solutions to TR 33.832.
2 Discussion

2.1 IETF solutions
The informational IETF RFC 7340 includes IETF STIR working group’s problem statement.

The existing IETF solutions are mentioned in section 5 of IETF RFC 7340, whose table of contents is shown below.
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2.2 3GPP solutions
P-Asserted-Identity is supported in the IMS with 3GPP specific procedures.
The 3GPP solution can be introduced with following documents:
1)
IETF 3325, which defines the P-Asserted-Identity used in the trust domain.

2)
3GPP TS 24.229, which specifies the P-Asserted-Identity procedures in the IMS.
3)
3GPP TS 24.604, which specifies the Originating Identification Presentation (OIP) service procedures, associated with the P-Asserted-Identity.
2.3 Conclusion

Above solutions should be introduced in subclause 4.2 of TR 33.382.

Corresponding References, Definitions and Abbreviations are also updated.
3 Proposal
We kindly propose SA3 to approve the following change to current Rel-13 TR 33.832.
*** NEXT CHANGE ***
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*** NEXT CHANGE ***
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Caller identity: The originating phone number included in call signalling used to identify the caller for call screening purposes.In some cases this may be the Calling Line Identification or Public User Identity. For the purposes of this study, the caller identity may be set to an identity other than the caller’s Calling Line Identification or Public User Identity.

Spoofed call: A call where caller identity creation, modification or removal in call signalling results in an unauthorized or illegal use of this identity in the call., This typically occurs where the caller  intends to defraud the called party or otherwise illegally obscure the real caller identity.

trusted identity information: network generated user public identity information [X3].
*** NEXT CHANGE ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

OIP
Originating Identification Presentation

*** NEXT CHANGE ***
4.2.1
IETF solutions

The IETF STIR working group informational IETF RFC 7340 [5] mentions the following solutions:

-
P-Asserted-Identity;
-
SIP Identity; and
-
Verification Involving PSTN Reachability (VIPR);
*** NEXT CHANGE ***
4.2.2
3GPP solutions
4.2.2.X
P-Asserted-Identity in trust domain
The P-Asserted-Identity used in the trust domain described in IETF RFC 3325 [X1] is supported in the IMS, as specified in 3GPP TS 24.229 [X2].
The P-Asserted-Identity is trusted identity information in the IMS.

For the IMS, a trust domain consists of the functional entities that belong to the same operator's network. Other nodes that are not part of the operator's network can belong to the trust domain, depending on an interconnect agreement between operators.

Also, the OIP service can be supported as one of supplementary services in the IMS, as specified in 3GPP TS 24.607 [X3]. The OIP service provides the terminating user with the possibility of receiving trusted identity information (i.e. P-Asserted-Identity) in order to identify the originating user.

It is assumed that the originating network is responsible for inserting the P-Asserted-Identity.
It is assumed that the IBCF or I-CSCF as an entry point of each network is responsible for stripping the P-Asserted-Identity when interworking with untrusted networks.
NOTE:
The solution described in this subclause works well only if all of above assumptions are true.
*** END OF CHANGES ***
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