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Abstract of the contribution:
This paper discusses whether in SA3 a follow-up activity for GCSE WID is needed. 
The proposed way forward is to wait for further progress in SA1, SA2, and SA6 before deciding on continuation of GCSE WID or setting up any new Public Safety related WID. 
Objective:

This paper discusses whether in SA3 a follow-up activity regarding security for the GCSE_LTE WID or any other public safety related WID apart from ProSe WID are currently needed based on the status of work in other working groups.

Status:

Focus of the SA3 GCSE WID extension in Rel-12 was to identify the threats and deduce security requirements based on the work done in 22.468 and 23.768 and to develop GCSE_LTE security solutions based on above objective.  This has been documented as part of the TR phase in TR 33.888. 

SA3 has then determined what to document in normative specifications and decided that only MB2 interface related security aspects will be specified. These selected stage 2 security solutions have been documented in Annex N of TS 33.246 as the relevant specification.

Summarizing public safety activities in 3GPP:
Looking at the activities of other groups regarding public safety, the following related work items can be listed. 

NOTE: 

· ProSe WID activities are already settled for Rel-13 and therefore not mentioned here.

· Regarding CT WGs /RAN WGs:  stage 3 work is not listed here.
· SA1 has 3 Public Safety related activities.
· SRM_GCSE_LTE (Service Requirements Maintenance for Group Communication System Enablers for LTE): to support and, if needed, provide necessary clarifications for the introduction of requirements not implemented in Rel-12. No new functions will be introduced by this work item.

Using the ‘Feature Components’ defined in the SA prioritization document (SP-130506) and the final contents from stage 2 TS 23.468, some functions requested by stage 1 TS 22.468 were not handled in Rel-12. Hence, those features were  moved to Rel-13, i.e. the feature components to be worked on will be the  additional aspect of Geographic Scope not covered in Rel-12, Floor Control, User Interaction, UE to Network Relay,  Interworking (with non-3GPP networks) and UE-AS Open Interface.

· MCPTT (Mission Critical Push to Talk): Service requirements for Group Communication System Enablers for LTE (GCSE_LTE, TS 22.468) and Proximity Services (ProSe, TS22.278, TS22.115) were approved in June 2013.  While these service requirements provide essential LTE enablers for communications independent of any particular type of media, specific service/system/EPS/application requirements are needed for development of network and application architectures, security, RAN aspects, and network and application protocols to support Mission Critical Push To Talk over LTE (MCPTT).
· IOPS: WID on Isolated E-UTRAN Operation for Public Safety listing service requirements for isolated E-UTRAN operation in support of mission critical network operations; approved in SA#65 plenary (TS 22.346).
· SA2 has currently 2 Public Safety related activities
· MCPTT (Mission Critical Push To Talk over LTE (S2-141499): This is the SA2 part of the MCPTT work item, which is still worked on in SA1. Goal is to specify the PTT application on top of GCSE_LTE. MCPTT work in 3GPP is currently under reconstruction. Parts of this work item will be transferred to SA6 (see below). 

· MBMS (MBMS_enh) S2-143785: The WID intends to enhance MBMS to cope with the requirements of Public Safety (mission critical applications) networks. In general, the goal is to make MBMS more dynamic and allow e.g. broadcast of content in a target area different from the pre-configured Service Area.
· SA6 will create a work item on mission critical communications application: 
· At SA#65 plenary it was agreed to create a new Working Group SA6 with the objective to create a home for mission critical communications application as defined by stage 1 service requirements, on top of a common architecture as described in detail in LS SP-140640. 
· This means that parts of current SA2 focus will be moved into the authority of SA6, which is planned to become operational in January 2015. The LS further states that these efforts will attempt to create service enablers supporting push to talk (e.g., group management), which can be re-used by future standardization of other service types (e.g., video, data). Responsibility on Functional Elements and Interfaces shall be split between SA6 and SA2.
Proposed way forward:

Wait for further progress in SA1, SA2, and SA6 before deciding to start Rel-13 activities related to Public Safety in SA3 in addition to ProSe.
We kindly ask SA3 to discuss this way forward and minute the decision.
