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Abstract of the contribution:
In a companion contribution, we provide a proposal for a new structure for capturing the threats. The present contribution provides a proposal how to use the new structure.
1 How to use the new Annex A containing the re-structured threats?
· A pCR should be needed for filling a subclause of new Annex A. It should be avoided to automatically move text from the main body of the current TR 33.806 to the new Annex A.

· The following sources of input for the new Annex A are considered:

· Threats from clause 5.4 of the current version of TR 33.806, v0.5.0;

· Requirements newly contributed to SA3#77 and later SA3 meetings. 

· Each existing threat in the current version of TR 33.806 shall be reviewed, including checks for overlap and need for decomposition into threat components fitting under one category, and then moved to Annex A after possible textual enhancements.
· Threats newly contributed to SA3#77 may be contributed to the main body of TR 33.806 or directly to the new Annex A. Threats newly contributed to later SA3 meetings should be directly contributed to the new Annex A. They undergo the normal decision process for pCRs in SA3. 

2 Proposal 

It is proposed to agree the handling of threats described in section 1 and record this agreement in the meeting minutes. 
