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Abstract of document:
The TR 33.831 studies the means to identify calls with spoofed Calling Line Identification terminating in the CS domain. CLI spoofing ranges from harmless hoax to criminal activities like for example Voice Phishing. TR 33.831 outlines valid threat scenarios for spoofed calls coming to CS domains, evaluates if any tools in 3GPP and any other suitable techniques can be used to detect spoofed cal.
At SA3#73, SA3 concluded it seems practically infeasible to provide a solution that requires modification to the signalling system 7. But the solutions in the present TR can work without required modifications  to existing standards.
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