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Abstract of the contribution:
The present titles of the subclauses on authentication do not seem to reflect the content of these subclauses well. We therefore propose changes. The changes are motivated by Word comments that are to be removed by the rapporteur of TR 33.871 before implementing the present pCR. We further add one subclause that corresponds to a scenario that was added to the description of WebRTC Rel-12 in 23.228, Annex X.2.1.1 and X.2.1.4, by SA2 in their January meeting.
1. Pseudo CR


Start of pCR

6.1
Authentication and Authorization


6.1.1
Authentication of WebRTC IMS Client with IMS subscription 
re-using existing IMS authentication mechanisms

6.1.1.1
General

6.1.1.2
Use of SIP Digest credentials

6.1.2
Authentication of WebRTC IMS Client with IMS subscription 
using web credentials

6.1.2.1
General

6.1.2.2
Use of Trusted Node Authentication (TNA)


6.1.2.3
Example of web authentication using 
IMS AKA credentials

6.1.3
Assignment of IMS identities to WebRTC IMS Client from pool of IMS subscriptions held by WWSF


End of pCR

�authorization occurs in all three scenarios in this clause. Client authentication may not happen in the third scenario. 


�makes it clear that, in this case, the WIC holds the IMS subscription, as opposed to the newly introduced scenario in clause 6.1.3. 


�makes it clear that, in this case, the WIC holds the IMS subscription, as opposed to the newly introduced scenario in clause 6.1.3. 


�clarifies that 6.1.2.3 is not an alternative to TNA in 6.1.2.2, but is a solution for the WIC-WWSF interface, while TNA applies between eP-CSCF and S-CSCF. 


�this subclause is to contain the security considerations for the new scenario introduced by SA2 in 23.228. We do not speak of ' Authentication of WebRTC IMS Client ' here as SA2 also considers the case of anonymous access. Nevertheless, some form of authentication, namely that of the IMS subscription from the pool held by the WWSF does take place. 





