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Abstract of the contribution: P-CR a requirement that WWSF needs to have the ability to validate the IMS identifiy when performing the TNA.
1 Discussion 
In the SA3 #74 meeting, SA3 is aware of that the WWSF and HSS need to synchronize the subscription information ,and ask the SA2 how to solve this problem if there is no interface defined between them in the SA2/SA3 joint meeting(S3-140212). SA2 reply in LS (S2-140549) that it is understood as an OAM feature depends on the deployment i.e. a feature out the scope of 3GPP. 
Though the solution will be not standardized ,it needs to clearly state that WWSF shall has the ability to validate the IMS identity and synchronize the IMS subcription information with IMS network , beause just as discussion  in the last meeting (S3-140037), the unsynchronization will cause the IMS indentity fraud problem.
2 pCR 

***
BEGIN CHANGES1
***
6.1.2
Authentication of WebRTC IMS Client using web credentials

6.1.2.1
General

Editor’s Note: It is assumed that the user does not have access to IMS credentials and that the eP-CSCF authenticates to the IMS on behalf of the user. The user may use some other form of credentials to authenticate to the eP-CSCF.

In this scenario it is assumed that the user has a subscription with an individual IMPU but uses a web identity and authentication scheme to authenticate with a third party authentication service. The identify federation of Web ID and IMS ID is managed by WWSF trusted by operator, When the federation is created, changed or updated, the IMS ID is required to be authenticated,  WWSF is assumed that it has an ability to validate the IMS ID in some unspecified manner to avoid the IMS identity fraud.
NOTE: The third party authentication service is the function that performs authentication of the user and provides the token to the user. This term does not imply anything about a function split among WWSF, authorization server, etc. in providing this service.
The third party authentication service in turn issues authentication information to the WebRTC IMS Client (WIC) that the WIC presents to the eP-CSCF.The WWSF assigns IMS identities to the user based on the user's web identity (e.g. via database lookup or other translation means). The eP-CSCF verifies the authentication information. Provided the validation of the authentication information is successful, the eP-CSCF performs the IMS registration on behalf of the user.
***
END OF CHANGES
***

