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Abstract of the contribution: This contribution analyzes the necessity of the precondition of the authenciaton using web credentials and how to achieve it specifically.
1 Introduction  
This contribution analyzes the precondition of the authentication using web credention and the specific method to implement between the third party authentication service and the operator. In addition, it proposes the related pCR.
2 Analysis
In the clause 6.1.2 of TR33.871, the third party authentication service authenticates the user using a web identity and authentication scheme. The WWSF assigns IMS identities to the user (e.g. based on the user's web identity via database lookup or other translation means). And then, the WWSF obtains a token from the authorization server and forwards it to the user for the consecutive TNA procedures.

As mentioned above, the truth is that the web authentication replaces the IMS authentication to check the user’s validity. In order to achieve the above goal, there are two implicit points need SA3’s clarification as follows:
1. If the web authentication can be performed thoroughly, the mapping of user’s information between the Web and the IMS (i.e., Web identity\IMS identity) should be managed by the third party authentication service in advance. 
2. The authorization server can only issue the token to the user when the third party authentication service has obtained the mapping relationship from the operator through the specific method. For instance, both the third party authentication service and the operator can synchronize the mapping of users’ Web identities and their IMS identities when they make the agreement at the beginning.
3 Proposal

It is proposed to include the analysis below to TR 33.871.
4 pCR 

***
BEGIN CHANGES
***
Authentication of WebRTC IMS Client using web credentials

General

Editor’s Note: It is assumed that the user does not have access to IMS credentials and that the eP-CSCF authenticates to the IMS on behalf of the user. The user may use some other form of credentials to authenticate to the eP-CSCF.

In this scenario it is assumed that the user has a subscription with an individual IMPU but uses a web identity and authentication scheme to authenticate with a third party authentication service.
NOTE: The third party authentication service is the function that performs authentication of the user and provides the token to the user. This term does not imply anything about a function split among WWSF, authorization server, etc. in providing this service.
NOTE: There is a pre-condition that the third party authentication service should have a mapping between the user’s web identity and IMS identity and synchronize the mapping of users’ web identities and IMS identities with the operator in advance. For example, both of them can perform the mapping according to the agreement they made.
The third party authentication service in turn issues authentication information to the WebRTC IMS Client (WIC) that the WIC presents to the eP-CSCF. The WWSF assigns IMS identities to the user based on the user's web identity (e.g. via database lookup or other translation means). The eP-CSCF verifies the authentication information. Provided the validation of the authentication information is successful, the eP-CSCF performs the IMS registration on behalf of the user.
***
END OF CHANGES
***
