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1. Introduction
This pCR clarifies the requirements for the WebRTC IMS Client when SIP-based SDP transport over the W2 interface is used.
*** BEGIN CHANGES ***
*********************************************************
[bookmark: _Toc378234846]4.1.2	WebRTC Control plane
The WebRTC control plane is sent over HTTP/WebSocket and is controlled by the webWebRTC IMS Client (WIC) application of the UE. While HTTP is a request-response protocol, WebSocket provides a full-duplex communication channel over TCP. Current WebRTC specifications [7] do not specify any control-plane protocol to establish the connection between WIC peers. The WIC application can implement any signalling protocol such as SIP or RESTful HTTP or JSON over WebSocket. The WIC exchanges WebRTC User plane parameters with the peer WIC over the chosen signalling protocol.  These parameters are retrieved from the WebRTC compliant browser in the form of SDPs. The actual protocol is application-defined with a few requirements:
· SDP must be used with the following security requirements (see [10]):
· DTLS-SRTP must be used. DTLS certificate fingerprint are shared with the peer DTLS endpoint. This fingerprint binds the DTLS key exchange in the media plane to the WebRTC control plane.
· ICE must be used. ICE candidates are needed for the WebRTC Media plane to traverse through firewalls and NAT equipments.
· The WebRTC Control plane that transports SDP between two W2 end points shall be integrity-protected.
This gives considerable flexibility, and as JavaScript is Turing complete, a WebRTC application can implement any signalling protocol, e.g. SIP and transport it over WebSocket.
*********************************************************
*** END CHANGES ***
