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1. Introduction
In R12, IMS AKA method is analyzed and added the corresponding changes in the pCR. 

2. Discussion
UICC cannot facilitate WIC application to achieve IMS AKA since there is no UE APIs to provide browser a standard way to access AKA data on UICC using JavaScript.
[Gemalto] 
· The re-use of IMS AKA credentials by means of mechanism defined in 3GPP TR 33.823 is proposed in contribution S3-140124.
3. pCR
===========================Begin of Change============================
6.1.1
Authentication of WebRTC IMS Client re-using existing IMS authentication mechanisms
Editor’s Note: It is assumed that the WebRTC IMS Client has access to IMS credentials and uses these to authenticate to the IMS.

In this scenario it is assumed that the user has a subscription with an individual IMPU and uses an IMS authentication mechanism (e.g., IMS digest) to authenticate with IMS. The eP-CSCF is assumed to relay the authentication information so that the message flows are unchanged.


Note:       Access to the (U)SIM and the AKA algorithm from JavaScript is currently not supported in standard browsers (without requiring browser modifications or installation of proprietary plugins). And SA2 considers SIP digest is the only method for IMS authentication in R12.  Therefore, the use of IMS AKA for WebRTC client authentication is not considered in R12. It is ffs to use IMS AKA in R13. 
[Gemalto] 
· What is meant by “standard browser”? The SIP Digest solution requires the definition of a mechanism to make available the SIP Digest credentials to the JavaScript in the WebRTC IMS Client, as indicated in the editor’s note of clause 6.1.1.1 of SA3 TR. 
· The following statement is not correct “And SA2 considers SIP digest is the only method for IMS authentication in R12”. 
SA2 TR 23.701 provides following information regarding SA3 activity related to Registration aspect 

Extract:

NOTE 1:
SA WG3 must validate the registration scenarios and provide additional details related to security aspects of the architecture. In particular, SA WG3 should verify for all scenarios the security properties of at least the following aspects: the use of TLS, WSS and CORS at the relevant reference points; the use of IMS digest, TNA, and/or potentially other IMS authentication mechanisms; how to provide IMS digest authentication and registration information to the WIC; the potential use of a security token if the origin of the WWSF cannot be verified; the required trust relationships between functional entities for the scenarios; the mechanisms used to verify the required trust relationships between functional entities; and whether there are any constraints on network locations of the functional entities of the architecture in the scenarios.

Consequently, Gemalto disagrees with the proposal of this pseudo-CR. 
============================End of Change============================
