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Abstract of the contribution:

PWS security has been studied in SA3 in TR 33.869. In SA3#73 and #72 clear statements to not make use of security functionality provided by the 3GPP operator network and therefore to narrow the solution scope accordingly. SA3#73 had several proposals for concluding the TR within this scope. Thus, the solution scope can be narrowed to 6-9 considering the means against circumvention attacks. Therefore, the final conclusion on 3GPP network impacting solutions should be stated in the relevant evaluation sections.
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*** CHANGE 1

8.3
Evaluation of solution 3

8.3.X
Conclusion on 3GPP network impacting solutions

3GPP SA3 decided to not make use of security functionality provided by the 3GPP operator network, i.e. ruling out solutions 1 through 5. One reason was the desire for a clear separation of PWS security functionality from 3GPP operator network functions so that PWS security becomes an over-the-top application. Another reason was that the solutions 1, 2, 3, and 5 have security problems when the warning messages are transported over GERAN, even when the user has a USIM. Solution 4 has not been fully developed. 
*** CHANGE 2

8.4
Evaluation of solution 4

8.4.X
Conclusion on 3GPP network impacting solutions

3GPP SA3 decided to not make use of security functionality provided by the 3GPP operator network, i.e. ruling out solutions 1 through 5. One reason was the desire for a clear separation of PWS security functionality from 3GPP operator network functions so that PWS security becomes an over-the-top application. Another reason was that the solutions 1, 2, 3, and 5 have security problems when the warning messages are transported over GERAN, even when the user has a USIM. Solution 4 has not been fully developed. 


*** CHANGE 3
8.5
Evaluation of solution 5

8.5.X
Conclusion on 3GPP network impacting solutions

3GPP SA3 decided to not make use of security functionality provided by the 3GPP operator network, i.e. ruling out solutions 1 through 5. One reason was the desire for a clear separation of PWS security functionality from 3GPP operator network functions so that PWS security becomes an over-the-top application. Another reason was that the solutions 1, 2, 3, and 5 have security problems when the warning messages are transported over GERAN, even when the user has a USIM. Solution 4 has not been fully developed. 

