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1. Abstract of the contribution
This contribution clarifies that the accreditation validity is proposed to be included in the clause  5.2.3
of SECAM.

2. Analysis
In the clause 5.2.1, the sentence " Accreditation is intended to be valid for a limited time period and repeated at a frequency defined by the SECAM Accreditation Body (see clause 5.2.3 for details)." That is, the SECAM Accreditation may have  the period of validity.
Accreditation is valid for a limited time period, when it is expire, Accreditated actor (vendors or third-party laboratories) may renew the accreditation for extension. It will help the SECAM Accreditation Body manage accreditated actor and  ensure the accreditation has the lifecycle.
In order to manage the accreditation and ensure the validity period of accreditation,there may be some activities for this process :
· accreditation register: the vendors or third-party laboratories may register for the accreditation;

· accreditation renewal: when the accreditation is expire or the vendor or third-party  laboratories has a important update,it may renew the accreditation;
· accreditation revocation:the accreditation expires, fraud or other improper means to pass the accreditation.
Editor's Note: If SA3 decides to agree with this proposal, the details of  the activities is FFS. 
3. Discussion and proposal
----------------------------------------------------------------Begin of Change--------------------------------------------------------
5.2.3
Vendors and third-party laboratories accreditation
5.2.3.1
Overview
NOTE:
The final choices and rules for the accreditation and monitoring rules are under the responsibility of the SECAM Accreditation Body. This clause still describes this process for the sake of completeness by giving examples of possible rules.

In order to be allowed to conduct the evaluation, the vendors or third-party laboratories must demonstrate they have the skills, working practices and resources to participate in the process.

This can be achieved e.g. by a combination:

-
an evaluation of general methodology skills (through an ISO 17025 accreditation – applicable to vendors test laboratories or third-party test laboratories only) (see 5.2.3.1)
-
an "audit and accreditation" by the SECAM Accreditation Body to demonstrate that the Evaluators have the necessary skills. It would be up to the SECAM Accreditation Body to indicate how the evaluator can demonstrate their competency in conducting an evaluation for conformance to 3GPP SAS requirements. (see 5.2.3.4)

All vendors (with or without a testing laboratory) will be subject to:

-
a quality qualification (see 5.2.3.2)

-
an audit and accreditation of network product development and network product lifecycle management process (see 5.2.3.3)
The quality and reliability of these demonstrations are of paramount importance to the integrity of the scheme.

Figure 4 hereafter shows the main phases of an accreditation processes.
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Figure 5.2.3-1: Accreditation of vendors or third-party laboratories by SECAM Accreditation Body
Accreditation is valid for a limited time period, when it is expire, Accreditated actor (vendors or third-party laboratories) may renew the accreditation for extension. It will help the SECAM Accreditation Body manage accreditated actor and  ensure the accreditation has the lifecycle.

In order to manage the accreditation and ensure the validity period of accreditation,there may be some activities for this process :

· accreditation register: the vendors or third-party laboratories may register for the accreditation;

· accreditation renewal: when the accreditation is expire or the vendor or third-party  laboratories has a important update,it may renew the accreditation;

· accreditation revocation:the accreditation expires, fraud or other improper means to pass the accreditation.

Editor's Note: The details of  the activities is FFS. 
5.2.3.2
Methodology and quality accreditation

SECAM resorts to already established and widely recognized accreditation bodies to assess the methodological practice of testing laboratories, whether they perform Security Compliance Testing, Basic Vulnerability Testing or Enhanced Vulnerability Analysis. It also relies on these bodies for the Quality Qualification for Vendors. These generic methodological practices (quality system of the testing laboratories, ability to calibrate tools…) and quality qualification for vendors are not SECAM specific and thus for these tasks, the SECAM Accreditation Body will rely on already well-recognised national accreditation bodies in this area. 

Ideally, accreditation bodies involved in SECAM-related accreditation are directly worldwide operating and recognized organizations or national bodies participating in an internationally recognized umbrella organization covered by a Mutual Recognition Arrangement (MRA).

----------------------------------------------------------------End of Change-----------------------------------------------------------
