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1, Introduction
Public warning requirements may differ from region to region, and SA1 PWS TS 22.268 gave some Korean specific requirements.  This document gives some requirements in China. There are a number of requirementsin China, but this document only includes all the security requirents, and the entire roaming requirement. Other requirements are not included here.

2, Discussion
Security related requirements
For the public warning system spreads warning information, it should be used with great care. If the attacker purposely uses the sytem to spread fake warning system, it will cause confusion and public panic. Therefore, in order to prevent the fake warning message, reliability and security is being considered by regulators.
[bookmark: _GoBack]Chinese Government has published “National Emergency Public Affair System Development Project”, and PbulicWarnig System is one of the most important sub-projects. In the requirement of the project, there are only one security requirement as followed:
· By means of the security design of the network, equipment, application and data transmission, archive the security and reliability of the warning message transmission and the overall procedure of the publishment.
China Communication Standard Accosiation (CCSA) is the telecommunication standard organization in China, and Emergency Communication Special Task Group（ ST3）in CCSA is responsible to  the comprehensive, managerial and architectural standard workof Emergency Communication. The group is working on a standard draft of “Technical Requirements of Short Message Service for Public Emergency Warning”, including policy, network and technology aspects, and CATR is responsible of drafting this document. The standard is planed to be published in 2013.
There are two security related requirements in the draft as followed:
· Should only send the publich warning message that is published by authorized organization；
· Should be able to shield the fake or false public warning message, and ensure the integriality of the public warning message.
These security requirements in the draft are align with the security requirements in the SA1 PWS TS 22.268.
Other requirement
There is the following roaming requirement in the standard draft of “Technical Requirements of Short Message Service for Public Emergency Warning”:
· If the user activated the service of receiving the public warning message in the home network, when the user roams to the visiting network, and the visiting network support the public warning service, the user should be able to receive the warning message of the visiting network
In China for one operator the PLMN may differ from one province to another. The standard draft gives the national wide requirement of roaming, which means if a user roams from one PLMN to another the user shall be able to receive the local warning message. 
The TS 22.268 includes the following roaming requirement:
· It shall be possible for PWS-UEs that are enabled for Warning Notifications in the HPLMN to receive Warning Notifications from the VPLMN supporting PWS when roaming.
· A PWS-UE that does not support the PWS requirements of the VPLMN’s PWS service may not receive Warning Notifications from that VPLMN. 
· Note: 	See section 4.9 for roaming impacts to PWS due to regional regulatory requirements.”
3, Conclusion
The CCSA ST3 standrd draft “Technical Requirements of Short Message Service for Public Emergency Warning” gives the PWS security requirements, and they align with the 3GPP PWS security requirements.
Also the CCSA ST3 standard draft gives natianl wide PWS roaming requirement, and the requirement is to allow the user to receive the warning message in VPLMN.
The standard is planed to be published in 2014.
