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1. Introduction
In M2, when evaluating a network product, its vendor needs to provide SAS instantiation for this network product to evaluators to let evaluators know what is to be evaluated. 
As SAS instantiation is written by a vendor, whether it is suitable to be used as a basis for a network product evaluation should be check before it is used. Due to such consideration, it is proposed to add SAS instantiation evaluation procedure into M2. 
2. Proposal
**********************START OF CHANGE***************************
5.2.4.2
SAS instantiation evaluation
SAS instantiation evaluation is to check whether an SAS instantiation written by a vendor is a correct instantiation of the SAS of the network product class and whether it is a good basis for evaluating the network product. 
Accredited evaluator (vendor or third-party evaluator) for compliance testing is responsible for SAS instantiation evaluation before it is used to evaluate network product. The evaluator shall confirm at least the SAS being instantiated for a given 3GPP network product are consistent,
· The SAS instantiation information meets all requirements of SAS content
· The ToE and TSF are consistent
Editor note: As the detailed content of SAS intantiation has not been determined, the other aspect for evaluating SAS instantiation is FFS. 
The evaluation output should show whether SAS instantiation satisfies these aspects listed above, and confirm whether the SAS instantiation is suitable for use as the basis for ToE evaluation. 
