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Abstract of the contribution: This document discuss on Network based solution for filtering SMS-delivered device trigger messages.
1 Introduction
This paper analysis the Network based solution for filtering SMS-delivered device trigger messages, and proposes some modifications.

2 Discussion
According to the section 5.4.2 in TS 23.862, the Network based solution for filtering SMS-delivered device trigger messages is supplied.  To enforce this solution, the operator needs not only to deploy new SMS router but also to update HSS/HLR. Specifically, when HSS/HLR receives the MAP-SEND-ROUTING-INFO-FOR-SM message, it needs three steps to verify legitimate trigger as below:
1)  Based on the subscription of the UE, HSS/HLR checks whether the target UE is used for MTC.

2) If the UE is used for MTC, HSS/HLR forces the MAP-SEND-ROUTING-INFO-FOR-SM message to SMS router.

3) When received the MAP-SEND-ROUTING-INFO-FOR-SM message, the SMS router checks whether the SMS-SC in HPLMN. If SMS-SC in HPLMN, the SMS router needs to inquire HSS/HLR for routing  information, and HSS/HLR responds the routing request and sends the routing information to SMS router. Or else, the SMS Router shall forward the SM to infrastructure that shall filter and block all SMs that contain a trigger indication.
 The parameters of MAP-SEND-ROUTING-INFO-FOR-SM are described in TS 29.002 as below:
12.1.2
Service primitives

Table 12.1/1: MAP-SEND-ROUTING-INFO-FOR-SM

	Parameter name
	Request
	Indication
	Response
	Confirm

	Invoke Id
	M
	M(=)
	M(=)
	M(=)

	MSISDN
	M
	M(=)
	
	

	SM-RP-PRI
	M
	M(=)
	
	

	Service Centre Address
	M
	M(=)
	
	

	SM-RP-MTI
	C
	C(=)
	
	

	SM-RP-SMEA
	C
	C(=)
	
	

	GPRS Support Indicator
	C
	C(=)
	
	

	SM-Delivery Not Intended
	U
	C(=)
	
	

	IMSI
	
	
	C
	C(=)

	Network Node Number
	
	
	C
	C(=)

	LMSI
	
	
	C
	C(=)

	GPRS Node Indicator
	
	
	C
	C(=)

	Additional Number
	
	
	C
	C(=)

	User error
	
	
	C
	C(=)

	Provider error
	
	
	
	O


According to above analysing, the verification procedures of legitimate trigger including three steps. Further, the SMS router needs to know the information of SMS-SC Address relating to the subscription of the target UE.
The parameters of MAP-SEND-ROUTING-INFO-FOR-SM message includes the Service Centre Address ,  when HSS/HLR receives the message, if HSS/HLR has the ability to check the Service Centre Address based on the parameters   the operator will need not to deploy the special SMS router and needs not to handle the  routing request from the  SMS router.
3 Conclusion
1. This paper analysis the Network based solution for filtering SMS-delivered device trigger messages, and give some modifications, with these modifications, the verification process could be reduced.
