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1 Introduction and proposal
IMS, complying with the principle of access independence, supports IP multimedia applications via IP multimedia sessions over a multitude of IP connectivity access networks is important for the evolving core network and LTE deployment. 
SA3 has already started IMS related research (e.g. 3GPP TS 33.328, TS 33.203), but the security evaluation of IMS products which is important for IMS security have not been studied. The security of IMS network products has close relationship with core network security. Consequently, the security evaluation for IMS network products should be included in SECAM’s scope and studied.
This contribution proposes to add the typical IMS core products CSCF into the scope of Network Products Security Assurance Specifications. We kindly propose SA3 to agree this contribution.
***
START OF CHANGES
***

4.4 3GPP Network Products subject to Security Assurance Specifications
4.4.2
Core Network

For this study the following core network products are in the scope:

-
Mobility Management Entity (MME)

-
Serving GPRS Support Node (SGSN)

-
Serving Gateway (S-GW)

-
PDN Gateway (PDN GW)

-
Security Gateway

-
Home Subscriber Server (HSS)

-
PCRF

-
AAA server
NOTE:
AAA Server should be in the scope of this study because they can be reachable from equipment not belonging to the internal Mobile Network.

-
Operation and Maintenance Servers/Applications (OAM Servers/Applications)
-  Call Session Control Function (CSCF)
Editor’s note: the other classes of IMS network products are FFS.
***
END OF CHANGES
***
